Adatkezelési Tajékoztatd

1. Bevezetés

1.1. Az adatkezelési tajékoztato célja

Jelen Adatkezelési Tajékoztato (a tovabbiakban: ,Tajékoztatd”) célja, hogy atlathatd médon és
részletesen bemutassa, miként kezeljuk a személyes adatokat a BOBCAT-BAU Kft. (a
tovabbiakban: ,,Adatkezelé”) tevékenysége soran, valamint hogy tajékoztatast nyujtson az
érintetti jogokrdl és azok gyakorlasanak maodjarol.

1.2. Jogszabalyi megfelelés (GDPR, 2011. évi CXII. torvény)

e Az Eurdpai Parlament és a Tanacs (EU) 2016/679 rendelete (GDPR): meghatdrozza a
személyes adatok védelmére vonatkozo egységes unids szabalyokat.

e 2011. évi CXII. térvény (Infotv.): a magyar adatvédelmi szabalyozas alapjat képezd
torvény, amely az informacios onrendelkezési jogrol és az informacidészabadsagrol szol.

Ez a Tajékoztatd a fenti jogszabalyokban foglalt kovetelményeknek igyekszik megfelelni.

2. Adatkezelo6 adatai

2.1. Az adatkezel6 megnevezése és elérhetdségei
e Név: BOBCAT-BAU Kft.
e Székhely: 2330 Dunaharaszti Bezerédi u. 54.
o Cégjegyzékszam: 13-09-100772
e Adészam: 13368144-2-13
e Képviseld: Siité Istvan
e E-mail: lakoautovalszabadon@gmail.com

e Telefonszam: +36 20 340 0095

2.2. Az adatkezelési tajékoztato elérhetésége

A jelen Tajékoztato elektronikus formdaban elérheté a https://lakoautovalszabadon.hu oldalon,
illetve nyomtatott formaban kérésre az Ggyfélfogadasi irodankban is megtekinthetd.



3. Fogalommeghatarozasok
3.1. GDPR alapfogalmak

¢ Személyes adat: azonositott vagy azonosithaté természetes személyre (,,érintett”)
vonatkozé barmely informacié.

o Adatkezeld: az a természetes vagy jogi személy, amely a személyes adatok kezelésének
céljait és eszkodzeit meghatarozza.

o Adatfeldolgozo: az a természetes vagy jogi személy, amely az Adatkezeld nevében
személyes adatokat kezel.

o Hozzajarulas: az érintett akaratanak onkéntes és kifejezett kinyilvanitasa, amellyel
beleegyezését adja a ra vonatkozé személyes adatok kezeléséhez.

o Erintett: barmely azonositott vagy azonosithaté természetes személy, akire a személyes
adat vonatkozik.

3.2. Adatvédelmi incidens meghatarozasa

Adatvédelmi incidensnek minésul minden olyan esemény, amely az atadott, tarolt vagy mas
modon kezelt személyes adatok véletlen vagy jogellenes megsemmisitését, elvesztését,
megvaltoztatasat, jogosulatlan kozlését vagy az azokhoz valé jogosulatlan hozzaférést
eredményezi.

4. Az adatkezelés iranyelvei

4.1. Jogalapok és alapelvek

o Jogszerliség, tisztességes eljaras és atlathatésag: Csak meghatarozott és jogszeri
célbdl kezeljuk az adatokat.

e Célhoz kotottség: Csak elére meghatarozott célbdl, a cél eléréséhez sziikséges
mértékben.

e Adattakarékossag: Kizarélag a cél megvaldsitasahoz elengedhetetlen személyes
adatokat gydjtjuk és kezeljuk.

¢ Pontossag: Gondoskodunk réla, hogy a kezelt személyes adatok pontosak és szlikség
esetén naprakészek legyenek.

o Korlatozott tarolhatésag: A személyes adatokat csak a cél megvaldsulasahoz
szlUkséges ideig taroljuk.

¢ Integritas és bizalmas jelleg: Megfelel6 technikai és szervezési intézkedéseket
alkalmazunk a személyes adatok védelme érdekében.



4.2. Adatok pontossaga és biztonsaga

e Az adatok rendszeres frissitéséért mind az Adatkezeld, mind az érintett felel6s; utdbbi
koteles jelezni, ha valtozas tortént a személyes adataiban.

e Az Adatkezelé mindent megtesz, hogy a nyilvantartott adatok pontosak legyenek, és
megfelel§ védelmi intézkedésekkel dvja azokat a jogosulatlan hozzaféréstél.

5. Adatkezelési célok és jogalapok

5.1. Weboldalon torténé regisztracio

e Cél: Felhasznaldi fidk létrehozasa és a kapcsolédé szolgaltatasok nyujtasa.
e Jogalap:

o Hozzajarulas (GDPR 6. cikk (1) a) pont) abban az esetben, ha a regisztracio
onkéntes, és az érintett kéri.

o Szerzddés teljesitése (GDPR 6. cikk (1) b) pont), ha a regisztracio a szolgaltatas
nyujtdsanak eléfeltétele.

o Kezelt adatok kore: Név, e-mail cim, jelszé (titkositva), regisztracio datuma, IP-cim.

5.2. Megrendelések kezelése

e Cél: Amegrendelések feldolgozasa, a szerz6dés teljesitése, szamlazas és kiszallitas.
e Jogalap: Szerzddés teljesitése (GDPR 6. cikk (1) b) pont).

o Kezelt adatok kore: Néy, szallitasi és szamlazasi cim, elérhetéségek (telefonszam, e-
mail), megrendelés adatai.

5.3. Szamlakiallitas
e Cél: A hatalyos szamviteli jogszabalyoknak (pl. 2000. évi C. torvény) valé megfelelés.
o Jogalap: Jogszabalyi kotelezettség teljesitése (GDPR 6. cikk (1) c) pont).

o Kezelt adatok kore: Név/cégnév, cim, addszam (jogi személy esetén), egyéb
szamlazashoz szukséges adatok.

5.4. Hirlevél kildés
e Cél: Marketingkommunikacio, tajékoztatas uj termékekrél, akcidkrol.
e Jogalap: Hozzajarulas (GDPR 6. cikk (1) a) pont).
o Kezelt adatok kore: Név, e-mail cim.

o Megjegyzés: A hirlevélrél barmikor le lehet iratkozni a hirlevél aljan talalhaté linkre
kattintva, vagy kozvetlenll az Adatkezelénél jelezve.



5.5. Sutik (cookie-k) hasznalata

Cél: A weboldal megfelel6 mikodésének biztositasa, a felhasznaldi élmény javitasa,
latogatottsagi adatok elemzése, marketingcélok.

Jogalap:

o Hozzajarulas (GDPR 6. cikk (1) a) pont) — minden olyan sUti esetében, amely nem
a weboldal mikodésének alapvetd feltétele.

o Jogos érdek vagy szerzddés teljesitése (GDPR 6. cikk (1) f) vagy b) pont) —a
mulkodéshez elengedhetetlen technikai sltik esetében.

Bévebb leiras: Lasd a jelen Tajékoztato ,,Sitik (cookie-k) hasznalata” fejezetét (11.
pont).

5.6. K6zOsségi oldalak adatkezelése

Cél: Kapcsolattartas, informacidok megosztasa (Facebook, Instagram, stb.).
Jogalap: Onkéntes déntés, hozzajarulas (GDPR 6. cikk (1) a) pont).

Megjegyzés: A kozosségi platformok sajat adatkezelési gyakorlatat az adott platform
adatkezelési tajékoztatdjaban kell megtekinteni.

6. Kezelt adatok kore

6.1. Személyes adatok tipusai

Azonosito adatok: név, felhasznaldnéy, jelszo (titkositva).
Elérhetéségi adatok: e-mail cim, telefonszam, cim.
Technikai adatok: IP-cim, bongészd tipusa, sutik, bejelentkezés idépontja.

Szamlazasi adatok: szamlazasi név, cim, addészam (cégek esetén).

6.2. Adatok tarolasi mddja és id6tartama

Elektronikus formaban védett szervereken, jelszéval és egyéb védelmi megoldasokkal
ellatva.

Papir alapon (ha van ilyen) a székhelyen vagy telephelyen, elzart helyen.

Tarolasi id6: a jogszabalyi kotelezettségek és az adatkezelési cél megvaldsulasaig, illetve
a hozzajarulas visszavonasaig. Ezt kovetden az adatokat t6roljik vagy anonimizaljuk.



7. Az érintettek jogai

7.1. Tajékoztatashoz valod jog

Az érintett jogosult tajékoztatast kérni arrél, hogy a ra vonatkozé személyes adatokat milyen
célbdl, milyen jogalapon, milyen forrasbdl, milyen ideig kezeljik, és kik férhetnek hozza.

7.2. Helyesbitéshez valé jog

Ha az érintett gy véli, hogy a kezelt személyes adatai pontatlanok vagy hianyosak, kérheti azok
helyesbitését vagy kiegészitését.

7.3. Torléshez valo jog (,,elfeledtetéshez vald jog”)

Az érintett kérheti személyes adatainak torlését, ha mar nincs szlikség az adatokra azok eredeti
céljara, vagy ha az érintett visszavonja a hozzajarulasat, és nincs mas jogalap az adatkezelésre.

7.4. Adathordozhatdsaghoz valo jog

Az érintett jogosult arra, hogy az altala rendelkezésre bocsatott adatokat széles kérben
hasznalt, géppel olvashaté formatumban megkapja, illetve kérheti ezek mas adatkezel6h6z
torténd tovabbitasat.

7.5. Tiltakozashoz valo jog

e Az érintett barmikor tiltakozhat személyes adatainak kezelése ellen, amennyiben az
adatkezelés jogalapja az Adatkezeld jogos érdeke.

o Az érintett kilon jogosult tiltakozni a személyes adatok kdzvetlen Uzletszerzés (direkt
marketing) céljabol torténd kezelése ellen.

8. Adatbiztonsag

8.1. Elektronikus adatok védelme

e Tobbszintl jogosultsagi rendszer.
e Rendszeres biztonsagi mentések.

e Virusvédelem és tlizfalhasznalat.

8.2. Technikai és szervezési intézkedések

e Zartirodai halozat és biztonsagos Wi-Fi hasznalata.
e Papir alapi dokumentumok zart szekrényben torténé tarolasa.

e Munkavallaldok és adatfeldolgozdk részére rendszeres adatvédelmi oktatas.



9. Adatvédelmi incidensek kezelése

9.1. Incidens bejelentése a hatdésagoknak (72 6ras szabaly)

Adatvédelmiincidens esetén az Adatkezelé indokolatlan késedelem nélkiil, és ha lehetséges,
legkés6bb 72 6ran belll bejelenti azt a Nemzeti Adatvédelmi és Informéacidszabadsag
Hatdsagnal (NAIH), kivéve, ha valészinlsithetéen nem jar kockazattal az érintettek jogaira és
szabadsagaira nézve.

9.2. Erintettek tajékoztatasa magas kockazat esetén

Ha az incidens valdészinlsithet6en magas kockazattal jar az érintettek jogaira és szabadsagaira
nézve, az Adatkezeld késedelem nélkul tajékoztatja az érintetteket is, ismertetve az incidens
lényegét és a megtett intézkedéseket.

10. Adatfeldolgozok és harmadik felek

10.1. Tarhelyszolgaltato

¢ Név: Rackhost Zrt.

e Székhely: 6722 Szeged, Tisza Lajos korat 41.

o Elérhetéség: info@rackhost.hu, +36 1 445 1200

¢ Adatfeldolgozoi tevékenység: a webszerver lizemeltetése, technikai karbantartas.
Csak az Adatkezel§ utasitasai alapjan kezel személyes adatokat.

11. Sitik (cookie-k) hasznalata

11.1. A sutik célja és tipusai

¢ Munkamenet siitik: a weboldal m(ikodéséhez nélkiilozhetetlenek, a bongészé
bezarasakor torlédnek.

¢ Funkcionalis siitik: segitik a felhasznalé kényelmét, példaul megjegyzik a
bejelentkezési adatokat vagy a kivalasztott nyelvet.

o Elemzé siitik (pl. Google Analytics): statisztikai célokat szolgalnak, segitenek
megismerni a felhasznaldi viselkedést, és javitani a weboldal m(ikodését.

¢ Marketing siitik: relevans hirdetések megjelenitését és a hirdetések hatékonysaganak
mérését tamogatjak.
11.2. Felhasznaldi beallitasok kezelése

o Afelhasznaldk a bongészdjik beallitdsaiban szabalyozhatjak a stitik kezelését, igy
letilthatjak vagy torolhetik azokat.


mailto:info@rackhost.hu

e Asdutibedllitasok médositasakor elé6fordulhat, hogy a weboldal egyes funkcidéi nem
mukodnek megfeleléen.

o Aweboldal elsé latogatasakor lehetéség nyilik a nem alapvetd (pl. marketing) sttik
engedélyezésére vagy elutasitasara egy felugré ablakon keresztul.

12. Adatvédelmi tisztviselo

12.1. Kijelolés feltételei és feladatai

A GDPR 37. cikke alapjan az Adatkezelé abban az esetben koteles adatvédelmi tisztviseldt
(DPO) kinevezni, ha f6 tevékenysége:

e olyan adatkezelési miveleteket foglal magaban, amelyek jellegliknél vagy
terjedelmiiknél fogva rendszeres és szisztematikus megfigyelést igényelnek, vagy

o nagymértékben érzékeny adatok kezelésén alapulnak.
A tisztvisel6 feladatai kozé tartozik:

e aGDPR-nakvalé megfelelés folyamatos ellenérzése,

e tandacsadas az Adatkezel6 és a munkavallalok részére,

e akapcsolattartas a felugyeleti hatosaggal (NAIH) és az érintettekkel.

13. Az érintettek jogérvényesitési lehetoségei

13.1. Panasz benyujtasa a Nemzeti Adatvédelmi és
Informacidszabadsag Hatésagnal (NAIH)

Ha az érintett ugy véli, hogy személyes adatainak kezelése sérti a hatalyos jogszabalyokat,
panaszt nyujthat be a Nemzeti Adatvédelmi és Informaciészabadsag Hatésaghoz:

e Cim: 1055 Budapest, Falk Miksa utca 9-11.
o Telefon: +36 (1) 391-1400
e E-mail: ugyfelszolgalat@naih.hu

13.2. Birdsagi jogorvoslat lehetdsége

Az érintett jogainak megsértése esetén birdsaghoz fordulhat. A pert — az érintett valasztasa
szerint — a lakdhelye vagy tartézkodasi helye szerinti torvényszéken is megindithatja.



14. Az adatkezelés alapjaul szolgalé jogszabalyok
14.1. GDPR (2016/679 EU rendelet)

Az Eurdpai Parlament és a Tanacs (EU) 2016/679 rendelete, amelynek célja a természetes
személyek védelme a személyes adatok kezelése sordn, és az adatok szabad aramlasanak
biztositasa az EU-n belul.

14.2. 2011. évi CXII. torvény az informacios onrendelkezési jogrol

A magyar adatvédelmi torvény, amely a személyes adatok kezelésének hazai alapelveit és
korlatait szabalyozza.

14.3. Egyéb relevans magyar jogszabalyok

- 2000. évi C. torvény a szamvitelrél.
- 2013. évi V. torvény a Polgari Torvénykonyvrél (Ptk.).
- 2008. évi XLVIII. torvény a gazdasagi reklamtevékenység alapvet6 feltételeirél.

15. Zaro rendelkezések

15.1. Az adatkezelési tajékoztatd hatalya és mddositasanak
lehetbségei
o Jelen Tajékoztatd 2026. december 31. napjatol hatalyos.

e Az Adatkezelé jogosult a Tajékoztatd egyoldali modositasara, kiilondsen a jogszabalyi
valtozasok, Uj adatkezelési tevékenységek bevezetése vagy a fellgyeleti hatdsag
ajanlasainak figyelembevétele érdekében.

e A moddositasokat a weboldalon kozzétesszuk, és a hatalybalépést kovetden az érintettek
elfogadjak az Uj szabalyokat a szolgaltatasok tovabbi hasznalataval.

Kelt: Dunaharaszti, 2025. december 31.
BOBCAT-BAU Kft.

(Siit6 Istvén)
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